
BYOD - iOS 

Connecting to the network 

1. Open the Setting App and tap WiFi 

2. Choose ‘BYOD’ from the list of networks 

3. If applicable – for EAP Method Choose PEAP and for Authentication 

MSCHAP-V2 

4. For Identity enter your school email address  

5. For password enter you school account’s password (NOTE: if you change 

your password you will have to go back into these settings and change it 

here also) 

6. If you get a popup about a certificate choose trust 

7. You should now be connected 

Once connected, you will then need to install the certificates as outlined 

below to enable browsing without getting certificate errors 

Installing SSL Certificates 

1. Open a web browser and browse to:  

https://cet-itservices.org/netsweeper.cer and tap download or install if 

prompted. 

2. Open Settings > General > Profiles (Later iOS versions will just have the 

Profile prompt in the top left of the settings menu) 

3. Install > Enter passcode > Install > Install > Done  

4. Settings > General > About > Certificate Trust Settings. Under "Enable 

full trust for root certificates", turn on trust for the Netsweeper / 

Fortinet certificate with the slider. (*This step only applies to iOS 11.5 or 

later, if this area of the settings doesn't exist then nothing further is 

needed.*) 

5. Repeat the steps for https://cet-itservices.org/fortinet.cer 

6. Close off any browsers that were open then you should be free to 

browse 

 


